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The Gateway applies access security in addition to any access security that may be 
implemented in the IOCs or other servers to which it connects. It supplements but cannot 
override IOC access security. The access s.0004 Tc -0.000s specified in two files, gateway.pvlist 
and gateway.access, by default. See -pvlist and -access on the command line. The first 
filets but cannot 



¶ <host> is an unqualified host name, e.g. hydra. 
¶ <real-pv-name> is a substitution pattern that specifies the real process variable 





Beacon Anomalies and Search Requests 
A server sends beacons, which are broadcast UDP packets, at regular intervals, 
EPICS_CA_BEACON_PERIOD, 15 

http://www.aps.anl.gov/epics/extensions/medm/index.php
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The Gateway internal process variables are not record based as in an IOC. They do have 
a DESC field, however. This avoids delays when using PvInfo in MEDM and allows 

StripTool to put a description in the legend. In older versions of the Gateway, the internal 
process variables used a dot as a separater rather than a colon. When the DESC field was 
added, they were changed to use a colon. This makes them more consistent with records 
in IOCs, and allows MEDM and StripTool to properly determine the name for the DESC 
field. The sample 

GATEWAY.pvlist
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This is the rate in Hz at which the Gateway executes its main loop. The main loop 
consists of a call to CAS followed by a call to CAC followed by Gateway housekeeping 
routines. The call to CAS lasts for 10 ms unless there is activity on a file descriptor (in 
which case it returns early) or if it takes longer than that to process its callbacks (in which 
case it returns late). The call to CAC takes as long as it takes to do the work required. The 
Gateway housekeeping typically uses comparatively little time. As the Gateway becomes 
loaded down, the calls to CAS take longer and 



gateway:commandFlag 

Writing a 1 to this process variable causes the command file to be processed. The process 
variable is reset to 0 after the Command File is processed. See the description of 
command-line arguments and the Reports section for a description of the command file. 

gateway:report1Flag 

Writing a 1 to this process variable causes Report 1 to be appended to the report file. 
Report 1 is the VC Report.The process variable is reset to 0 afterward. 

gateway:report2Flag 

Writing a 1 to this process variable causes Report 2 to be appended to the report file. 
Report 2 is the PV Report.The process variable is reset to 0 afterward. 

gateway:report3Flag 

Writing a 1 to this process variable causes Report 3 to be appended to the report file. 
Report 3 is the Access Security Report. The process variable is reset to 0 afterward. 

gateway:newAsFlag 

Writing a 1 to this process variable causes the access security files, by default 
gateway.access and gateway.pvlist, to be reread. The process variable is reset to 0 
afterward. There is currently a problem on some platforms that files can only be opened 
using file descriptors 0 to 255. If there are many CA socket connections, there may not be 
a file descriptor in this range available. In that case the access security file will not be 
read and an error will appear in the log. There is a workaround in the Gateway for this 
problem for Solaris. 

gateway:quitFlag 
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Channel Access 
Channel Access [CA] is the part of EPICS that governs communication between servers 
and clients. The two major parts are the Channel Access Server [CAS] and Channel 
Access Client [CAC, sometimes also just CA since there was originally no CAS]. A 
CAC, such as MEDM, uses functions in the CAC library for communication with EPICS 
and provides its own specific functionality on top of that. A server uses the CAS library 
for communication with EPICS and also provides its own specific functionality. A 
program that uses CAS is called a Server Tool to distinguish it from the CAS library 
itself. Servers that ususes C44006 Tm
(d )Tjibrary its(Server Tool)Tj
/TTc f
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Jeff Hill of Los Alamos National Laboratory, the person responsible for Channel Access, 
was of great help in developing the Gateway throughout its entire development. 
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